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Abstract
This paper presents a duty-cycle based MAC scheme for wireless sensor networks (WSNs) considering the existence of diverse traffic in the same network. It employs a hybrid approach combining synchronous and asynchronous wake-up scheme to provide differentiated service among different traffic classes. The scheme is simulated using ns-2 which shows its effectiveness.

I. Introduction
The rapid proliferation of miniature wireless networking technologies drives to devise different sensor network applications with diverse QoS requirements. The existence of this heterogeneous traffic in the same network demands the handling of traffic according to their respective QoS requirements. The current duty cycle based MAC protocols [1], [2] are mainly focused on energy consumption and treat each traffic independently. Hence, although energy optimized, but these protocols failed to meet the diverse requirements of the traffic. Nonetheless, there exists some TDMA based protocols [3], which considers the prioritized medium access, however, it incurs huge overhead for TDMA scheduling and are not energy optimized.

Being motivated on these, in this paper, we propose a duty-cycle based MAC for WSNs which handles traffic with diverse QoS requirements. Simulation results show the effectiveness of the proposed scheme.

II. Proposed Scheme
In the proposed scheme, we assume a sensor network forming data gathering tree where nodes are arranged in different depth of the tree from the sink as shown in. In a particular routing path, if a node sends data to a node toward the sink, then the recipient node is referred to as parent node and the sending node is referred to its child node. We define all the nodes in the same depth as sibling nodes.

In this paper, we classify the traffic as follows:

Class 1: Real time, loss intolerant traffic
Class 2: Real time, loss tolerant traffic
Class 3: Delay tolerant, loss intolerant traffic
Class 4: Delay tolerant, loss tolerant traffic

The proposed solution is a hybrid approach which combines both synchronous and asynchronous wake up scheduling.

A. Synchronous wake-up: In our proposed duty cycle MAC, every node, i, maintains a regular interval, \( t_{reg}^{i} \) for communication with all of its neighbors following the synchronous wake-up approach. All the nodes maintain a common schedule for wake up as proposed in [1]. Like the other synchronous approach, the regular interval is divided into two periods: listen period and sleep period. The listen period is further divided into the following three periods:

Synchronization period (SP): In this period, nodes exchange synchronization information.

Broadcast period (BP): This period is for broadcast packet transmission among neighbors.

Delay tolerant period (DTP): This period is for transmitting both class 3 and class 4 traffic.

All the nodes go to sleep state after the listen period ends.

B. Asynchronous wake-up: The asynchronous wake-up is employed to transmit class 1, class2 and retransmitted traffic of class 3 only. In this case, nodes maintain their own wake-up schedule during the sleep period of regular interval.

For the real time traffic provisioning, a delay efficient wake up schedule is created. We adopt the receiver initiated transmission scheme for asynchronous communication in
which a node transmits a beacon upon wake up and data transmission in initiated after beacon reception. Initially, every node selects a random wake-up time within the sleep period and the sink selects its beacon transmission time, $t_{\text{beacon}}^{\text{sink}}$ to a random time between $t_{\text{reg}}$ to $t_{\text{reg}}/2$. The subsequent beacon transmission times for sink will be as follows:

$$t_{\text{beacon}}^{\text{sink}}(\text{curr}) = t_{\text{beacon}}^{\text{sink}}(\text{prev}) + t_{\text{reg}}$$

A node having class 1 and class 2 data in the queue performs low power listening (LPL) during the sleep period until it gets any fixed beacon time from its downstream node. In this scheme, a receiver receives a maximum $N$ number of packets after sending the beacon, denoted as $N_{\text{max}}$, including retransmitted packets. To provision the packet transmission for loss intolerant traffic, we provide distinct beacon transmission time for the sibling nodes with the aim of reducing data packet loss by collision. Moreover, for real time traffic provisioning we intend to select the beacon transmission time of a node to be staggered as much as possible along with delivering the data packet within one regular interval. Let $t_{\text{beacon}}^{j}$ be the beacon transmission time of node $j$ and $N_{\text{child}}^{j}$ be the no. of child nodes of node $j$. Hence, the beacon transmission times of the child nodes are:

$$[t_{\text{beacon}}^{j} - t_{\text{max}} - 1],[t_{\text{beacon}}^{j} - t_{\text{max}} - 2], \ldots, [t_{\text{beacon}}^{j} - t_{\text{max}} - N_{\text{child}}^{j}]$$

Here $t_{\text{max}}$ is time to receive $N_{\text{max}}$ packets and $t_{\text{max}} = t_{\text{unique}} + t_{\text{retrans}}$, where $t_{\text{unique}}$ and $t_{\text{retrans}}$ are the time to receive unique and retransmitted packets respectively. During $t_{\text{retrans}}$, only class 1 and class 3 lost packets are retransmitted whereas class 1 traffic is given higher priority.

Node $j$ notifies the beacon times as slot numbers following the same order and assigns distinct slots randomly to different child nodes.

### III. Simulation

We perform simulation using ns-2 to evaluate the proposed MAC scheme. In the simulation, 50 nodes are randomly deployed in 100x100 m$^2$ sensor field. The transmission range is set as 30 m. The regular interval is set as 1 second and the listen period is fixed to 25 ms; whereas the period for SP, BP and DTP are 8, 7 and 10 ms respectively. The simulation is performed for 60 seconds and the average over 30 runs are taken. We compare a latency aware synchronous MAC, DMAC [2] with the proposed scheme.

![Figure 1: (a) End-to-End latency for different no of sources. (b) Delivery ratio varying no. of sources.](image)

Figure 1(a) shows the impact of end-to-end latency for different classes of traffic as traffic source increases. The class 1 and class 2 traffic shows lower latency than class 3 and class 4 with the proposed scheme. But DMAC achieves an average latency irrespective to traffic classes. As the reliability concerned, the loss intolerant traffic also shows higher reliability than loss tolerant traffic classes as load increases as shown in figure 1(b) and DMAC obtains moderate delivery ratio for all traffic.

### IV. Conclusion

We present a duty-cycle MAC scheme for wireless sensor networks which handles traffic according to their QoS requirements. The simulation shows that traffic with different classes achieved latency and reliability as per requirements.
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